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TS

Introduction

TSplus offers a complete terminal server alternative with a Web Portal and
application publishing, for all Windows operating systems from Windows XP to
Windows 2016. Therefore, you can use any Windows PC as a terminal server
and assign applications to users. It can either be accessed on the TSplus server
via an encrypted SSL connection using a client (RDP) or via the Internet using an
HTTPS / VPN connection to use with the possibility of user-defined certificates.

What do you need to use TSpl/us?
Pre-requisites

On Server side:

Windows XP Pro, Vista, Windows 7, W8.0, W8.1, W10 Pro, SBS, W2003,
W2008, W2012 and 2016 with at least 2GB of memory. The operating system
must be on the C drive. On Windows Server Environment (2003,2008,2012,
2016) please make sure that the TSE/RDS role and the TSE/RDS licensing role
are not installed to prevent conflict with TSplus services.

It is mandatory to use a fixed private IP address and a fixed public IP address. If
your ISP (Internet Service Provider) did not provide you with a fixed
public IP address, you need to subscribe to a free DNS account
http://support.tsplus.net/kb/faq.php?id=30

Antivirus recommendation: In order to prevent your security software to block
any of the TSplus services, we recommend to deactivate your antivirus before
installing TSplus and set an exclusion rule on installation path is also highly
recommended. You will need to set an exclusion rule in your antivirus on the
following path: C:\Program Files (86)\TSPlus and C:\wsession

On Client side:

Microsoft workstation: Operating systems from Windows XP to W10 are
supported. A PDF Reader (like FoxIt) should be installed on the users’ PCs.
Macintosh workstation: You can use any MAC RDP client, or TSp/us HTML5
client.

Linux Workstation: You can use Linux Rdesktop RDP client or TSp/us HTML5
client.
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Hardware

Number of users Equipment for W2008 to 2016 or 7 to
XP/2003 10
1GB I5 or above
3-5 ONE CPU 4GB
One CPU 2 GHZ
1GB I5 or above
10 One CPU 2 GHZ 8 GB
I5 or above One CPU 2 GHZ
4 GB
25 One CPU 2.5 GHZ 17 or Xeon
8 GB
I5 or above
16 GB 16 GB - Dual CPU
50 and above SSD Disk dedicated to the
Dual CPU
system

Over 50 concurrent sessions, we recommend using a farm of servers. Each
server (physical or virtual ones) handling up to 50 concurrent users.

Comment: The type of hardware you will need mostly depend on what kind of
resources the applications you wish to publish consume the most
(CPU/memory/Disk). You might consider getting a server with SSD drives if you

plan on using an application that accesses a database on your TS

it will greatly enhance the performances.

Operating System

server as

Your hardware must use one of the operating systems below:

« Windows XP Professional or Windows XP Home
o Windows Vista Home Premium, Professional, Corporate, Ultimate Edition
o Windows 7 Home Premium, Professional, Corporate or Ultimate Edition

« Windows 8 Professional and W8.1
« Windows 10 Pro

« Windows 2003 Server or 2003 SBS
« Windows 2008 Server or 2008 SBS
« Windows 2012 Server

« Windows 2016 Server
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32 and 64-bit are supported. However, the overall performances are
optimized for 64-bit OSs.

e |f you install TSplus on a Windows 2003 to 2016 make sure the RDS or
Terminal Services roles as well as the RDS Terminal Services licensing
role are not installed before installing TSplus. If these roles were
present, remove them and reboot.

e For any Windows Home edition, you will need to create local
administrators users accounts in order to be able to connect
remotely.

You can also connect from other devices such as Android, Iphone, Ipad and any
thin-client that comes with a browser and allows you to connect from where
you want directly after the reboot.

Android RDP or HTML5

TSplus offers a unique solution to connect from Android phones and Android
tablets. Using TSplus, Android devices can be used to remotely access a
workstation or a server from any Wi-Fi or Internet spot.

o

TSplus HTML5 Web Access Client is providing browser access to applications
and desktops, running on any TSplus system. TSplus also offers any Android
phones and Android tablets RDP client support.
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iPhone / iPad RDP or HTML5

TSplus offers a unique solution to connect from iPhone and iPad devices.

Using TSplus, iOS (iPhone and iPad) devices can be used to remotely access a
workstation or a server from any Wi-Fi or Internet spot.

Without having to download any application from Apple Store, TSp/us HTML5
Web Access Client is providing Safari an instant access to applications and
desktops running on any TSplus system. TSplus is also compatible with any
iPhone/IPAD RDP client.

TSplus Android phones, Android tablets, iPhone and iPad client support has a
lot of benefits:

o Zero Client Software! No "app" to download and install on the end-user
device.

o Access your desktop from anywhere! Use any iPhone or iPad to connect
to a remote computer!

« Extends the reach of TSp/us Gateway Portal to Safari, Firefox, Opera and
other HTML5-enabled browsers.

« Integrates HTML5 Web Access Client with leading enterprise and home-
grown portals.

o Supports the Universal Printer to enable local printing from anywhere

« Integrated with SSL TSp/us Secured server (no client required).

« Enables mission-critical business continuity, allowing employees to
access their applications and desktops from any available iOS device,
anywhere, without having to install any software or plugins.
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What is HTML5 Web Access Client?

HTML5 Web Access Client is an HTML5 RDP client written purely in HTML5.

« Runs completely inside the browser
« Does not install anything on the client device
« Looks, works and performs like the regular (native) RDP client.

What is Pure HTML?

This means that the HTML5 Web Access Client, which is implemented using
only standard Web technologies (HTML, CSS and JavaScript), does not require
Flash, Java, ActiveX, Silverlight or any other special software installed on the
end-user device, it:

« Uses the same client for ALL platforms.

« Looks and works the same way on all platforms.

o Eliminates management of end-point devices — no installation,
configuration, management, update, patching, etc...

o Integrates TSplus technology delivering great remote access
performance.

« Works with locked-down devices.

« Supports the widest array of end-point devices, i.e., any HTML5
compatible browser on any platform, including Windows, Mac, Linux,
iPad / iPhone , Android, Google RIM Blackberry and Playbook, etc.

« Works with devices that only support web apps, such as Google
Chromebooks, IPAD, iPhone, Android.

« Comes with TSp/us SSL Secure Gateway; provides secured and encrypted
access when connecting from outside.

o Integrates with Home grown portals and Enterprise portals.

o€

A A
Mac

Wmdows —
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What will HTML5 mean for enterprise Portals?

HTML5 Web Access Client enables organizations to easily integrate Windows
applications and desktops as portlets within IBM WebSphere, Microsoft
SharePoint, Oracle WebCenter Suite, Oracle WeblLogic, SAP NetWeaver, JBoss
Enterprise, and other leading enterprise portals. By taking advantage of TSp/us
Gateway, you can extend the reach of portal-based Web access to Microsoft
Excel, Word or line of business applications. Enable your users to remain
connected, content, and productive, wherever they are and from whatever
device they are using.

Web Applications Portal

With TSp/us you have the choice between having a full remote desktop for your
users or to automatically see the applications you set to them by enabling the
Applications Portal on the Admin Tool (for more information on the AdminTool
go to page 14):

PLUS

Remote Applications Portal

Applications

\ y . oo 1 T
Desktop folder ' Notepad * Word Excel

| |

E .

Powerpoint

TSplus Web Applications Portal
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With this logon page, the user is free to select his preferred web access client:

o HTMLS client

o Windows RemoteApp
You can also either Enter a PIN code or using your user email address as
credentials to access applications.
Web Credentials are very easy to manage from the AdminTool, also on the web
tab.

Web Credentials

Manage Web Users and Match them to Windows / Active Directory Users

l:?@ Add a new Web Credential

Web Login Web Password Windows Login

7777 jehn

admin@rmycompany.com admin [9 Edit Web Credential
julia@mycompany.com julia

L:?@ Remove Web Credential

Web Access Page
Enable Web Credentials

[] Allow empty Password
Show the Password field
[] Mask Usemame field

'Q Preview

"
Q—D‘/ Save

The user can also not have to type any credentials. Its own applications will
start automatically. It can be the best solution if your applications include its
own logon process (Single Sign On).

Since TSplus 9.50 version, you can also decide the maximum number of
concurrent sessions for a user.

With TSplus, your users can access their applications directly from the Internet,
simply by clicking on the application icon. Each of them opens on a new tab.
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Why use TSplus for Server Based Computing?

TSplus offers simple configuration and operation, both from the perspective of
the administrator and the user. TSp/us combines all the components which
should provide a modern terminal server and Application Server and thus
contributes effectively to the saving of labor and IT costs.

TSplus provides cutting-edge server technology at an unbeatable price.
How does the UAC behave with TSp/us?

TSplus does not interfere with the UAC of Windows. Both the local user
accounts, as well as the Active Directory of a domain are adopted.

Included Features

Features Contents
5/10/25 or unlimited concurrent Server Technology for operating
users licenses systems from Windows XP to W16
Print documents from anywhere
Universal Printer without installing printer software on
the server
Deployment of Windows applications
Application Publishing without Microsoft Remote Desktop

background (RemoteApp)

Allocation of applications per user or

Application Control
user group

Unlimited number of servers in a

Load-balancing and failover
farm

TSplus Remote Taskbar, Floating
Panel or your own user Desktop
Themes

Alternative shell for Microsoft
Remote Desktop in different versions

Between server and client, or vice

Fast File Transfer .
versa via drag and drop
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Which TSplus version can best match your needs?

TSplus offers a unique version for all Windows operating systems.

A distinction is made only through the licensing of the product (number of
users), or through optional components. TSplus is 3, 5, 10, 25 and unlimited
users licensable. TSplus licensing model is simple: one license per server. The
trial version available on our website allows you 5 simultaneous access for 15
days. Don't hesitate to contact our support team if you wish to test TSplus in
your environment for a longer time.

Optional products for TSplus are the Universal Printer, the Web Portal and Load
Balancing. The Universal Printer allows to print documents from any TSplus
client PC (regardless of the locally connected printer), and two different web
interfaces (the Web access and HTTPS / VPN) for access via the Internet from
any PC, with the possibility of HTTP or HTTPS / VPN access with SSL encryption
on the server TSplus includes Print management. The associated HTTP server is
already integrated in TSp/us.

TSplus Mobile App

» The TSp/us Mobile Apps are available for all major operating systems as
web or native apps. After a quick download, your devices are ready for
use within a few minutes.

Whether on your desktop or mobile
device, the apps are a gateway to
each TSplus system. With the click or |
touch of a button, you are connected
to a TSplus server where you can use
the assigned programs, such as
QuickBooks, SAP or Office, in real
time - wherever you are.

TSplus apps are free for any TSplus Mobile Web customer: Download it
for Windows, Android or iOS on this page.
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Terminal Service Plus Installation

The installation of TSpl/us (The trial periods delivers a full product for 15 days
and 5 concurrent users) is done automatically in a few sub-steps and must be
made with the Administrator account. The first window makes you choose the
language. Then follow the instructions of the installer.

Select Setup Language @

Select the language to use during the

1
]
!r '} installation:

[Engish -
Arabic -
Deutsch

English

Espariol

Farsi

Italiano

Magyar

Nederlands

Polski

Portugués {Portugal)

Tiirkge

Pycoruin

YrpaiHceKa

o (E{F

B#EE i

m

There are now twenty languages to chose from. Click on "l accept the
agreement":

) Setup - TSplus EI

License Agreement
Please read the following important information before continuing.

|

‘L) Setup - TSplus \EI

TSplus WEB options

1

Please read the following License Agreement. You must accept the terms of this

agreement before continuing with the installation, - HTTP web server and Universal Printer.

-> HTTPS web server with Tunneling.
rsplus's license agreement ~ -= Highly secured 55H communication with Tunneling.

-= RemoteAPP dient to start Virtual Application over Internet.
Software - Java dient access from Firefox, Safari, Chrome...
You should carefully read the following terms and conditions before opening the - HTMLS dlient access from iPhone/IPAD/Androids tablets.
software package, or if downloaded, before using such downloaded software. -> Gateway Web Access with 550 (Single Sign-On).

Opening the package or using the software, if downloaded, means you accept
these terms and conditions and understand that they will be legally binding on you
and TSplus. If you do not agree with these terms and conditions, or do nat want
them to be binding on you, you should promptly return the package unopened for Change port numbers Disable HTTP built4n web server
a full refund or delete the downloaded software from any storage medium that it e

s stored on, o

HTTP:  EH] @) Use the built-in HTTP web server

@ 1 accept the agreement HTTPS: 443 " Disable the HTTF web server

) 1 do not accept the agreement

l < Back ][ Next > ]l Cancel ]

l < Back J[ MNext > ]I Cancel I

We recommend you accept our TSplus default installation settings. According

to our experience, most of the production issues are due to Windows security
features.

If you already have a web server installed, you can define alternative ports to
avoid software conflicts. You can also disable TSp/us Http server. These settings
can be configured afterwards in the AdminTool, on the Manage Web Servers
tile of the Web Tab. The installation path is by default: C:\Program
Files(x86)\TSplus. The progress bar appears and allows you to follow the
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process duration. Finally, you must reboot your computer to complete the
installation:

. Setup - TSplus =2 ECR(ES

Completing the TSplus Setup
Wizard

To complete the installation of TSplus, Setup must restart your
computer. Would you like to restart now?

@) Yes, restart the computer now

() Mo, T will restart the computer later

On the desktop you can now see two new program icons available:

T

(Glient
sl kel R
The Admin Tool The Portable Client Generator
Page | 13
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Server Configuration with TSplus Admin Tool

TSPLUS

Server

Security

Remote Access Management Console

-

Applications Web
~ (&,
&> S
Gateway License

_—

The TSplus Admin Tool is the central hub for the configuration and

administration.

All settings, such as server settings, publishing applications and assigning them
to users and groups, HTTP server configuration, load balancing, backup
parameters, server management and license control are available here and

much more. We're now going to see how you can manage the server’s options,
on the Web tab of the AdminTool.

e avors acresse
TS RLUS Server Applications Web Security Gateway
@® o = s
Restart Stop Manage Web Portal
Web Servers Web Servers Web Servers De=ign
Web Servers Status
. The builtin HTTF serveris listening on port 80
Applications
. The HTTPS server s listening on port 443 Portal
. The HTMLS pages are installed on this system
. JAVA s installed on this server
C :a @
Remotespp HTMLS
Client Client

Web Credentials

-

License

ﬁ{:‘

Web Portal
Preferences

©

HTMLS
Top Menu
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Restart / Stop the Web Servers Service

If you click on the "Restart Web Servers" button, the Web Servers will be
restarted. If you click on the "Stop Web Servers" button, the Web servers will
be stopped. The HTTP and HTTPS server status will now display a red "X"
indicating that the HTTP / HTTPS services are stopped:

Web Servers Status

B The builtin HTTF server is not listening on port 80
B The HTTPS server is not listening on port 443
The HTML5 pages are installed on this system

JAVA s installed on this server

Web Server Components Status

The status of the Web Server main components is displayed in the Web Server
Management Console.

Web Servers Status

The builtin HTTP server is listening on port 80
The HTTPS server is listening on port 443
The HTML5 pages are installed on this system

JAVA g installed on this server

You can change the Domain name of the Server by clicking on the "Web Portal

Preferences" tile.

-
TSPLU web

® o e P4 e

Restart Stop Manage Neb Portal Veb Portal
Web Servers Status D i
The buittin HTTP server is listening on port 80

Applications Web Credentials
The HTTPS serveris listening on port 443
The HTMLS pages are installed on this system
JAVA s installed on this server
§ ¥ e
R HTHLS
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Preferences

Default Values
Login:

Password:
Domain:
Show the Domain field

Advanced

Keyboard:

as_browser

Access Type

Awvailable Clients: HTMLS

RemotefApp

Gateway Portal:

Upload: Folderto select files.
(@ User Desktop (default)

Select...

Folder path from where the user will
select files to be uploaded.

@ Use Explorer to select files @

P
@ Help... ‘ (@ Reset ‘ Q Preview

Remember last login

{iPad. iPhone, Android devices, computers)
(Windows PCs)

[ Generate a Gateway Portal enabled Web Page

Download: Folder for all received files
(@) User Desktop (default)

() My Documents () My Documents
() WebFile folder () WebFile folder
() Custom folder: () Custom folder:

Folder where all downloaded files
will be stored on the Server.

Downloaded files from the users PC will be stored in the specified folder.
(Drag/Drop from the user PC, Download button or File Transfer button)

@ Save ‘

Use TSplus GUI

Select...

If your TSplus server is not member of an Active Directory, we recommend you
set the hostname of your server in the Domain field. This window allows you to
the Web Portal

configure the Web Access page. For more information on

Preferences, see this page.

Manage Web Servers

Server

TSsE

Applications

@

Rest;
fieb Se

o

Stop
Web Server:

LB

rt
> ers

@
A

Web Servers Status

The built-in HTTP server is listening on port 20
The HTTPS server is listening on port 443
The HTMLE pages are installed on this system

JAVA s installed on this server

Web

Security

RemoteApp
Client

Giateway

4

Applications
Portal

(-

HTMLS
Clignt

- X

License

¥

Web Portal
Preferences

®

Web Credentials

HTMLS
Top Menu

©TSplus - www.terminalserviceplus.com
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ECLIRE REMOT ACCESS

PLUS

On this tile, you can choose to use a different HTTP web server, modify the
Web Server root path and the HTTP/HTTPS ports number. Once again, make
sure that these ports are available before changing them. Once these
modifications done, the AdminTool will restart.

Default HTTP web server

A builtin HTTP Web Server is provided with TSplus
However, you can use a different ane {115 or Apache for example).

@ Use the buittin HTTP web server

(7 Use a differert HTTP web server

When using |15 or Apache, its HTTP port number must be set to 81.

(Tunneling forwards this 81 port into the public HTTP port 80800

Change the Web Server root path

You can change the Web Server default root path.
The cument Web Server root path is:
C:%Program Files feB6)%T Splus*Clients wrww

Select a new Web Server root path

Web servers options

Change the HTTP/HTTPS port numbers
Will not change 115 or Apache port settings

HTTP: 2020
HTTPS: 443

Save and Restart Admin Taaol

©TSplus - www.terminalserviceplus.com
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Creating users

You first need to create users to be able to assign them applications and to
create the corresponding generated clients. Click on the Users and groups tile
on the server tab:

=

SO Pl T ALCRSSHS . . . .

I SF’LUS Server Applications Wweb Security Gateway License
= 2 = %

(1] X g W, o
Session Services Client Change ROP port Language
Manager Generator (3333)

‘,/- f [iv 0] &)
7 0 / i g
Windows Server Seamless Server Help
System Toolkit Properties Color Settings WAN IP
.'J". 1 -
5 3 RO =0 =0
Users Group Policies Backup your server Restore your server
and Groups (GPO) parameters parameters
Tl
(] 'l *}
Open Files Open URL= Session Opening
on Client Side on Client Side Preference
Printer Reboot
Management the Server
Then, go to the Users folder and right-click to create a new user.
%‘ lusrmgr - [Local Users and Groups (Local)\Users] — O x
File Action View Help
e |nE dE B
&g Local Users and Groups (Local) || Name Full Name Description Actions
% Uz &;admin Users ~
(= Groups &jAdmmistrator Built-in account for administering... Maore Actions
&j DefaultAccount User account
&jGuest Built-in account for guest access t...
New User...
Refresh
Export List...
View ¥
Amrange lcons ¥
Line up lcons
Help
Creates a new Local User account.
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P/ pew User

? x

nt for guest accesst...

E;,‘ Gy
User name: ‘inhn
Full name: ‘
Description:
Password: e
Confirm password: sese

User must change password at next logon

[] User cannot change password

I Password never expires I

[ Azcourt is disabled

Help

Create

Close

kS — O X
File Action View Help
@ 2E 6B
§ Lecal Users and Groups (Lecal) || pame Full Mame Description Actions
= g;er; B admin Users -
| Groups %4 Administrator Built-in account for administering... More Actions »

Create your user with its user name and password. The "user must change
password at next logon" box is checked by default. Check the box "password

never expires" in order to avoid it.

©TSplus - www.terminalserviceplus.com
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Application Publishing

You will add or delete applications using the AdminTool, by clicking on the
"Application Publishing tab" on the Applications tile:

= &
SO FEAAOTE LRSS - - N .
TS us Server Applications el Security Gatewsy License
I_ =)
™= 3
Application Aszsign Asszigning Customize
Publizhing Application Help Taskbar
=
Publishing Applications Customize
from Start Menu Floating Panel
Customize
Application Panel

Management of Published Applications

----- Microsoft Remote Desktop E Add new application

i{2] Toplus Remote Taskbar
FloatingPanel

@ Application Panel E Remove selected
| Notepad|

__ Test (start selected)

E Application from START menu

Display Mame Motepad
Path./Filename C:\Windows'System 32\Notepad exe Browse
Start Directary C:\Windows"System32

Command line option

[ Launch this application maxmized [ Assign this application to All Users

[ Launch this application minimized [ Launch and Hide this application

= | Save
e
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Notepad is published here as an example.

e First, click on "Add a new application”.

e Then, click on the "Browse" button and select the application's path.

e Enter the name of the application on the "Display Name" field.

e You must click on "Save" to store any modification.

e After declaring a new application, we recommend using the "Test (start
selected)" button to check that the application has correctly started.

You can then decide if you want this application to be launched maximized or
minimized, or to launch and hide it.

You can also decide to assign this application to all users.
Application publishing from Start menu

You can also publish applications from the Start Menu of your server, by
clicking on the "Application from Start Menu" button on the previous window.
You can also click on this tile:

TSI Applications
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Select and save the desired applications to publish (on this example, Excel):

Assigning applications to users or groups

-

Publishing programs detected from your System
Select what you wish to add to your TSplus Published Application’s list

-[C1T8 AdminTaol
~[T1& bckgzm
-T17] BCSSync
-[Ffg cale
D}k Chess

-T1 @ chkrzm
@) CLVEw

- jgl cmd

[ 155 control
T8 CuteEnerypt
-[TJ&] DVDMaker
- [z DW20
[T ehshell
[lj EQNEDT32
- [Cl explorer
-C|@ firefox
[l FlickLearningWizard
-JTIEE FreeCell
-[Cjill GRAPH
-[T|§]] GROOVE
Dg gswin32
[l Hearts
[T iexplore
D'-ej ImagingDevices
[T 1] INFOPATH
-1 InkWatson
TNl iscsicpl
& Jaurnal

m

Save

Once you created your users on your server and published applications, you
can now assign them to users or to groups. By clicking on the "Assign
applications" tile, you can either assign the published applications for each user
separately or for a specific group. In the left tree view, you can see a complete
list of all your users and groups (local as well as from your Active Directory if
any). All users and groups having at least one application assigned are

displayed with their name in bold.

Click on a user (or a group): his currently assigned applications will be checked
in the right tree view.

e You can check an application to assign it to the currently selected user

(or group).
e You can uncheck an application to unassign it.

e Changes to user’s assignments are instantly applied.

e Changes to group’s assignments are instantly applied.
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ECLIRE

REMOT ACCERS ™

LU

Users and Groups

Application Control - Local Users/Groups

Applications

o2 Users

! .24 Administrator
& John

E_‘ Julia

% Groups
2% Administrators
a,o.; Backup Operators
- Cryptographic Operators
a?.; Distributed COM Users
&% Event Log Readers
a?.; Guests
.3 TS USRS
% Network Configuration Operators
,22; Performance Log Users
-2 Performance Monitor Users
8% Power Users
a?.; Remote Desktop Users
& Replicator
2 Users

E.z 5QL5erver200550QLBrowserUserSADMIN-PC

DEI Microsoft Remote Desktop

FloatingPanel
D@ Application Panel
Mj Motepad

(5 FoxitReader
[ Excel
Powerpoint
calc

+ Desktop folder

% Wanage Published Applications

Display name: My Remote Applications

My RemoteApp published on each user's PC (START menu/Tray icon)
Remoate Application Menu will be added on user's PC. The users can select which one he wants to start.

On this example, we decided to assign the TSplus Remote Taskbar, Notepad,
Foxit, Excel, Powerpoint, the calculator and The Desktop Folder to the user John.
To assign applications to groups, just select the group you want to assign the
applications to:

©TSplus - www.terminalserviceplus.com

Users and Groups

Application Control - Local Users/Groups

Applications

=& Users
ik a Administrator
& John
o8 Julia
=] z’.. Groups
3 @ Administrators
.. @ Backup Operators
& Cryptographic Operators
&, Distributed COM Users
&3 Event Log Readers
2 Guests
& 1S_IUSRS
2 \23. Network Configuration Operators
&3 Performance Log Users
33 Performance Monitor Users
@ Power Users
3 \.?}., Remote Desktop Users
-2 Replicator

=< Jusers

.. ‘?:;. SQLServer2005SQLBrowserUserSADMIN-PC

!Z’@ Microsoft Remote Desktop
-["I]W] TSplus Remote Taskbar
[@ FloatingPanel
{7169 Application Panel
-[¥177] Notepad
m FoxitReader
V| &] Excel

{ZIE Powerpoint
] cale
-{T] "4 Desktop folder

% Manage Published Applications

Display name: My Remote Applications

My RemoteApp published on each user's PC (START menu/Tray icon)

Remote Application Menu will be added on user’s PC. The users can select which one he wants to start.
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RemoteApp On Client Feature

You will notice that there is a pre-ticked box on the bottom of this window:

-
Application Control - Local Users/Groups
Uzers ard Groups Soplications
2.8 Users i-[[Jl=] Microsoft Remote Desktop
|_.?n_ Admamistrator | : TSplus Remote Taskbar
2 John | FleatingPanel
,_3_ Julia : Decktop folder
& Trent Tl | Notepad
L 5?' Gmup: _ Powerpoint
52 Administrators [Elw] Word
E:'.; Backup Operators [Fij Foxit

5 Cryptographic Operators
5 Distributed COM Urers
2, Event Log Feaders
2 Guests
88 m5_USRS
5 Mevwork Configuration Operators
-:-'.2. Performance Log Users
5 Performance Menitor Users
-:;ﬁ; Paweer Users
5% Rernote Desktop Users
2 Replicater
0, Users
B S0LServer20055QL BrowserUsers ADBMIN-PC

% Manage Published Applications

My Remotefpp published on each user's PC(START merus Tray icon)

+ Remete Application Menu wil be added on wsers PO The users can select which one he warks to stad,
Display name: Wy Remote Applications|

This is the new RemoteApp on Client feature, which allows the user who
opened a session with a generated client to see a list of his assigned
applications on the START menu or with a Tray icon and start any of them in
just one click, even offline.

This is a new way for administrators to deliver remote applications (referred to
as “RemoteApps“) to their users. Specifically, RemoteApp On Client enables a
straightforward publishing process that allows applications installed directly on
the server to be provided to users, allows RemoteApp programs to run side-by-
side with local programs, and offers integration with a custom “launcher”
application to make it simple for users to find and launch RemoteApp
programs.
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Example: The user "Laura" is using TSplus to access her remote application. To
do so, she is using a generated client named LauraPortableClient.exe. When
she runs it on her PC she gets the following result:

You can change the menu name as you wish by adding it on the display name
box. What will happen on her PC when she will run once her new generated
client: She will see a new icon in the Notification Area of her local task bar.

e My Remote Apphcations

She will also see a new entry within her Start menu Program list named "My
Remote Applications":
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€1 Windows DVD Maker
9 Windows Fax and Scan
€ Windows Media Center
3 Windows Media Playes
&1 Windows Update

4 XPS Viewer

b Accessones

L. AVseyou

b Games

b Jeva

b Maintenance

b Microsoft Office

L. My Remote Applications
() FlostingPamel
'2} MS Access
09 MsPub
(5 MS WORD
(3 Outtook
(9 Power Point

She will now be able to select one of these listed applications and to start it as
a RemoteApp. She will not need to use the provided LauraPortableClient.exe
generated client. For example, if she selects the Floating Panel, she will get this

result:
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Connection Client Generator - Overview

Windows Client Generator

Server

'h Server address Paort number
(4. 152.168.1.240 3389

ser

;i. Logon Password

Domain name (without estention)

Prefemed display mode

General | Display | Remote Desktop client | Seamless client | Local resources | Program | Securty | Gateway Portal

@ Remote Desktop client ) RemoteAPP client 1 Seamless client
@) Disable background & animations for better peformances ~ Fast network or Fiber optic
Client name: john-01 exe
Client ican: ‘ Create Cient ‘

The generated clients can be copied to users’ Desktop or onto a USB stick for

portable use.

Main window - General Settings

The Connection Client Generator program allows you to change the icon and

the connection client program name.

e Server Address: Enter the IP address of the server to which the client

must be connected.

e Port Number: Enter the server port number.

e User and Password: If you enter a user/password, the client program will
not ask to retype it at each session. If you type *SSO in the user name
field, the client program will just ask once the logon/password at the
very first connection and will save this information on the user’s
workstation so that the user doesn’t have to identify himself ever again.
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To reset this logon/password saving, you must create and edit a shortcut of the
Remote Desktop Client and add -reset on switch at the end of the target field.

e Domain name: Enter a domain name if any.

e Preferred Display Mode: You can choose your preferred Display Mode
between:

* The classical Remote Desktop.

* The Microsoft RemoteApp connection client, which has a better
graphical performance over minimized applications.

* The Seamless Client, which only displays published applications as if
they were installed on the local computer, the advantages of the
Seamless client are its compatibility with any Windows version.

e Network speed: You can also now choose between two options
depending on your network speed:
* Disabling background display & graphic animations for low speed
networks.
* Enabling background display and graphic animations for fiber optic or
fast network.
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RemoteApp and Seamless Connection Clients

You can choose between 3 display modes on the general tab of the client
generator:

S
Windows Client Generator

General | Display' Remate Desktop client| Seamless client | Local resources | Program | Security | Gateway Portal

Server
Server address Port number
.,.4 192.168.1.240 3389
User
‘( ; Logon Password

Domain name {without extention)

Prefered display mode
@ Remote Desktop client (") RemoteAPP client () Seamless client
@ Disable background & animations for better pefformances () Fast network or Fiber optic
Client name: iohn-01.exe
Client icon: Cote Gt ‘

RemoteApp connection client

The RemoteApp connection client, contrary to the Seamless client, does not
depend on the transparency color settings.

Hence, it enables a perfect application display as well as a native Windows

behavior.

= Onthe Client side, the installation of RDP6 or above is imperative.
= On the Server side, TSplus has to be installed on a Windows 7 Ultimate or
Enterprise, Windows 8 or 8.1 Enterprise, W10 or Windows 2008 to 2016.
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You can change the RemoteApp client display and Printing preferences on the
Web tab of the Admintool:

- K
TSI US  Server Applications Web Security Gateway License
Restart Stop Manage Web Portal Web Portal
Web Servers Web Servers Web Servers Design Preferences
Web Servers Status
-]
. The builtin HTTP server is listening on port 30
Applications Web Credentials
. The HTTPS server is listening on port 443 Portal
. The HTMLE pages are installed on this system
B JAvAis installed on this server
= " ©
RemoteApp HTMLS HTMLS
Client Client Top Menu
. -
RemoteApp Client
Dlisplay
Resalution: [ Remotedpp - ]
Pixel Depth: | 32bits -|
Web Printing Preferences
Choose your web prirter: [F‘rirrt an the user default prirter *]
Web prirter will be used for all web connections using RemoteApp client.
Web prirter will not be used for HTMLS connections.
@ Help... @ Reset (hz‘ Preview @ Save

Minimized applications can be directly found inside the Windows taskbar, like a
local application. On this example, Firefox and Paint are launched locally;
Notepad, Word and Foxit are launched remotely.

DEAmIE s
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Seamless connection client

The Seamless connection client works on every Operating System, regardless of
the version on the client or on the server side.

When connecting remotely, you can access your applications by selecting the
seamless mode as if they were installed locally on your computer.

A transparency color can be set manually to insure your application will appear
perfectly (green, blue or pink).

i I
Windows Client Generator

‘V General ‘ Display ‘ Remote Desktop client ‘ Seamless clienﬁ Local resources | Program ['Eecurity | Gateway Portal

Specify your prefered Seamless Color
() Blue ) Pink @ Green (default color)

The Seamless client is based on one transparency color.
This color must be identical on the server and on the client.

When maximizing a Remote Application
(@ Dont hide the local taskbar
() Overap the local taskbar

WARNING: The Seamless client is working fine up to W7 or /W2008
If, your TSplus sytem is W10, 2012-R2 or W2016
Then, use the RemoteApp client instead of the Semless one

This setting applies only to the Seamless client

Client name: john-01.exe
Create Client
Client icon: Browse

On the server tab of the AdminTool:

J—
TS server Applications Web Security Gatewa License
= x = %a o
Session Services Client Change RDP port Language
Manager Generator (3389
2D fuee o]
y b ¢ s = ®

Windows Server Seamless Server Help
System Toolkit Properties Color Settings WAN IP
Users Grd The cument server background color is: Green {recommended) rver
and Groups

(") Blue () Pink @ Green {recommended)

l»r'

u

Session Opening
Preference

The server background color (Blue, pink or green) is used
to seamlessly publish applications without displaying
any Remote Desktop windows background.

The same color must be set when generating a new Seamless Client.

Printer Reboot
Management the Server
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The Seamless Client is based on one transparency color selected by the
Administrator. As the Remote Desktop background color is painted with the
selected transparent color, the Microsoft Remote Desktop is not displayed
anymore, and the user will just see his published applications.

Warning: Installation default is green and should work fine with most
applications. We offer you the choice between 3 transparency colors: Pink,
Green and Blue. Of course, the server and the connection clients must use the
same color.

Some elements on an application can also not be visible anymore because of
the transparency color.

For both the Seamless and the Remoteapp connection clients, you can choose
to publish one unique application to be launched seamlessly at the user's
logon. You can also publish applications with the TSplus Remote Taskbar, the
Floating Panel or the Application Panel.

Microsoft Remote Desktop

You can also generate the whole Remote Desktop experience into your session.

o I
Application Control - Local Users/Groups
Users and Groups Applications
=& Users FA[F1] Microsoft Remote Desktop)
. Administrator -["1|W TSplus Remote Taskbar
& John [ [@ FloatingPanel

& Julia

i [~]

=22 Groups

2 Administrators

39 Application Panel
Notepad

{ FoxitReader

AV | ¥ Excel

92 Backup Operators 4
2 Cryptographic Operators .»‘J,{E Powerpoint
22, Distributed COM Users Y] cale
-3 Event Log Readers -¥] "4 Desktop folder
2 Guests
3 TS_IUSRS

& Network Configuration Operators
& Performance Log Users
3 Performance Monitor Users
_'7:.‘ Power Users
2, Remote Desktop Users
2, Replicator
33 Users
.. QQ SQLServer2005SQLBrowserUserSADMIN-PC

% Manage Published Applications

My RemoteApp published on each user's PC (START menu/Tray icon)

[¥] Remote Application Menu will be added on user's PC. The users can select which one he wants to start.
Display name: My Remote Applications
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%) Session - 192.168.1.244 - Remote Desktop Connection

12:19 PM

a Wy @ 9
2O onone

To customize the Desktop theme, you have to assign the TSplus Remote
Taskbar, see this documentation for more information.
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Printing remotely with TSplus

The TSplus Universal Printer allows you to print documents from any PC or
mobile device.

Universal Printer Manager

Since the release of TSplus 11.10 version, you can find the Universal Printer
Manager tile on the Server tab of the AdminTool:

= &
| SPLUS Server Applications Web Security Gatewsy License
A P o
S K Y 0
Session Services Client Change RDP port Language
Manager Generator (3389)
P, 0 4 s
Windows Server Seamless Server Help
System Toolkit Properties Color Settings WAN IP
1 - -
A . ¥ .
2 i8i = =
Users Group Policies Backup your server Restore your server
and Groups (GPO) parameters parameters
]
(] & o |
Open Files Open URLs Session Opening
on Client Side on Client Side Preference
Printer Reboot
Management the Server

: : -
Universal Printer Manager

Curmert Universal Printer status

The Universal Printer - Ghostscript POF - is installed
The Universal Printer is Ready
The Universal Printer is not set as Default printer

| Intall Universal Printer (CUSTPDF) | | Intall Universal Prnter (Ghostscript) |

[ Remove the Universal Printer l [ Set it as Default Printer l
[ View Printer ] [ Universal Prirter properties ]
Paper size

@ Ad @ LETTER
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The Universal Printer Manager gathers all the required tools to install, uninstall,
display and handle the Universal Printer options.

This tool enables administrators to help users with dynamic printing
requirements.

Information can be found at the top concerning the current universal printer
status: You can check if the newest version, which uses GhostScript, is installed.
You can see if the printer is ready. And you can verify that the printer is set to
default.

The Buttons below allow you to:

Install the Universal Printer CUSTPDF, which is the old printer, before
TSplus version 9.

Install the New Universal Printer (Ghostscript), which is more stable with
more printing format support.

Remove the Universal Printer.

Set it as default printer.

View Printer: Opens a window where you can see the status of your
printing documents, pause, resume or cancel the print job. You can also
set your printing preferences and properties.

Universal Printer Properties: Opens this window, where you can see all
the printing properties. After the General Tab, there are tabs for sharing,
ports, advanced, color management, security and device settings.

(=5 Universal Printer Proj

General |Sharing I Parts IAdvanced I Color Management ISecurit)' | Device Settings

e o Yl cr<ai Printe

Location:

Comment:

Model: Ghostscript PDF

Features
Color: Yes Paper available:

Double-sided: Mo a4
Staple: Mo
Speed: Unknown

Maximum resclution: 4000 dpi

l Preferences... ] ’ Print Test Page ]

[ ok ][ Ccancel
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On the Printer Manager tile, you can also set the Paper size for printing to A4 or
Letter.

Printing with the Universal Printer

When selecting this printer, the document to print is automatically converted
into a PDF file. This PDF file is automatically pushed to the local PDF Reader of
the user's workstation.

Each print job is opened as soon as it is ready on the user's local disk, without
waiting for the previous Acrobat preview to be closed. The printing process
starts only once the PDF is fully created on the client' side, which guarantees
the print job starting without delay.

= Print

eneral

Select Printer

= kA icrosoft XPS Docurment Writers:
%Uniuersal Printer

< >

Status: Ready []Printtafile | Preferences

Locatiaon:

Comment; Find Printer. ..

Fage Aange
(OF] Murnber of copies: |1 =
Selection Current Fage

Pages: Collate
111 212l 313

You can choose from 3 printing options on the Local Resources tab of
the Portable Client generator:

= Local PDF Reader preview: the document will be pushed, and the local
Acrobat Reader will open with the generated PDF file. The user can print
it or save a copy on his local disk drive.
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= Print on the user's default printer: the document will be automatically
pushed to the default user's printer (the local printing driver is included
into the TSplus connection client). (Key value: This option is to be used
for people who have a lot of printing to do per day and use the same
printer for this purpose.)

» Select a local printer: The user can select one of his local printer (the
local printing driver is included into the TSplus connection client).

- K
Windows Client Generator

General | Display | Remote Dezktop client | Seamless client | Local resources | Program | Security | Gateway Portal

Local devices

b‘ Disks
— [ Printers
[ Sound
[C]CoM ports
] Smart cards
[C]USE devices

Universal printer aption

‘ () Preview with the local PDF Reader
() Print on default prirter - local driver included

@ Select the local printer - local driver includad

Client name: Client-10.exe

Client icon:

‘ Create Client ‘

If you do not have a PDF Reader installed on your machine, we recommend the
use of Foxit Reader.

See the video tutorial to print with the Universal Printer.
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Securing a TSplus server

Securing any server is a never-ending story where every expert could add
another chapter.

TSplus benefits from and is compatible with existing security infrastructure in a
company (Active Directory, GPOs, HTTPS servers, SSL or SSL telecommunication
systems, VPN, access control with or without ID cards, etc). For customers who
want to easily secure their servers, TSplus offers a set of simple and effective
ways to enforce good levels of security.

Changing the RDP port number and setting up the firewall

With the AdminTool, you can select a different TCP/IP port number for the RDP
service to accept connections on. The default one is 3389. You can choose any
arbitrary port, assuming that it is not already used on your network and that
you set the same port number on your firewalls and on each TSplus user access
programs.

TSplus includes a unique port forwarding capability: regardless the RDP port
that has been set, the RDP will also be available on the HTTP and on the
HTTPS port number!

If users want to access your TSplus server outside from your network, you must
ensure all incoming connections on the port chosen are forwarded to the
server. On the Server tab, click on the "Change RDP port" tab:

- R
TSEC U Server
o R (=] v Q
, D F 4 i
& lll.
(] & 1
- ¢
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Enter a port number
33389

Ok | | Cancel

Server side security options

The AdminTool allows you to deny access to any user that is not using a TSpl/us
connection program generated by the administrator. In this case, any user that
would attempt to open a session with any Remote Desktop client other than
the TSp/us one (assuming he has the correct server address, the port number, a
valid logon and a valid password) will be disconnected automatically.

The administrator can decide that only members of the Remote Desktop User
group will be allowed to open a session.

The administrator can decide that a password is mandatory to open a session.
Through setting the applicable local Group Policy, the administrator can specify
whether to enforce an encryption level for all data sent between the client and
the remote computer during a Terminal Services session. If the status is set to
Enabled, encryption for all connections to the server is set to the level decided
by the administrator. By default, encryption is set to High.

The administrator can also set as a rule that only users with a TSplus
connection client will be able to open a session.

Any incoming access with a standard RDP or a web access will be automatically
rejected.

Hiding the server disk drives

The AdminTool includes a tool that enables hiding the server disk drives to
prevent users from accessing folders through My Computer or standard
Windows dialog boxes.
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On the Security tab, click on "Hide Disk drives":

TSPLUS

£

Administrator
Pin Code

r'Fl

\ )

N4
Advanced

Security Options

W

RDS-Knight

B

ServerGenius

Server Applications Web Security
a g )
Hide Generate a free valid SSL Ciphers
Disk Drives SSL certificate Selection
Security Add-on for TSplus

Homeland Protection: prevents foreign attackers to open a session.
Prevents Brute-Force Attacks: blacklists the offending IP addresses.
Working Hours Restriction: prohibits users to connect at night.

One Click to Secure Desktop: provides highly secured user’s environment.
End-Point Device Protection: restricts access per device.

Server Genius helps to optimize software resources and to reduce unnecessary costs.

Give facts and data about server usage (CPU, Memory, /0, Disks).
Track changes, resources usage and events with realtime email alerts.

SSL Certificate
Help

SSL Certificate
Jooikit

O

Work Hours

Access Restrictions

This tool works globally. This means that even the administrator will not have a
normal access to drives after the settings have been applied. This functionality
is powerful and does not disable the access to the disk drives. It just prevents
the user to display it.

Hide server drives

Diske AN
Diisk B
Diighe C:
Dighe 04
Disk E™
Disk F
Digk G
Digke H:M
Diisk: 1%

Diike J:
Diske K2
Disk: L%
Diiske MY

Diighe MM
Diske O™
Disk P
Dighe QM
Disk R
Disk 5
Disk T35
Diighe UM
Disk V-
Diisk W
Diishe 20
Disk ¥
Disk £

[ Hide selected drives ]

-

[

Select all

| | Unselect al

)
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Comment: This functionality is powerful and does not disable the access to the
disk drives. It just prevents the user to display it.

Notes: The tool flags the disks drives as hidden, but it also adds the HIDDEN
property to the entire root folders and users list in Document and Settings.

If the administrator wants to see these files he must:

1. Type the disk drive letter. For example: D:\ which will take you to the D:
drive.

2. Turn on SHOW HIDDEN FILES AND FOLDERS in the folder view
properties.

Advanced security options

1 T Senver Anolications “Weh i G ateway License
TSPl uUS  Sere Aeb Security Gateway
- (& (5
Hide Generate a free valid SSL Certificate
Disk Drives certificate Help
e T ey
\ B Q&”
\¥
Advanced SSL Certificate
Security Options TJoolkit

Security Add-on for TSplus

Homeland Protection: prevents foreign attackers to open a session.
Prevents Brute-Force Attacks: blacklists the offending IP addresses.
RDS-Knight Working Hours Restriction: prohibits users to connect at night.

One Click to Secure Desktop: provides highly secured user’s environment.
End-Point Device Protection: restricts access per device.

Server Genius helps to optimize software resources and to reduce unnecessary costs.
Give facts and data about server usage (CPLU, Memory, 1/0, Disks).
Track changes, resources usage and events with realtime email alerts.

ServerGenius

45

Work Hours

Access Restrictions
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You can find multiple advanced security options if you click on the Security tile:

:m Server advanced security options l — | |ﬁl

Microsoft Remote Desktop Client Restrictions

‘Deny access from Microsoft RDP client
Deny access from Outside (onhy LAN)

Limit access to the members of Remote Deskiop Users
Encrypts end4o-end communications
Block all incoming access to this server
| Disable UAC and enhance Windows access
J| Allow Windows Key
Allow onhy users with, at least, one assigned application
| Alow CUT/PASTE within a session

Web Portal Access Restrictions

@ Mo Restriction
Web Portal Access is mandatory for evenyone
‘Web Portal is mandatory, except for Admins

Prohibit the Web Portal for Admins accounts

Deny access from Microsoft RDP client: Prevent anyone to be able to
connect using mstsc.exe.

Deny access from Outside: It means that only private IPs from LAN will
be able to open a session.

Limit access to the members of Remote Desktop users: This limit applies
only to this local group of users (which you can see by clicking on

the Users and Groups tile.

Encrypts end-to-end communications: High Encrypts client/server
communication using 128-bit encryption. Use this level when the clients
accessing the terminal server also support 128-bit encryption.

Block all incoming access to this server: All alive sessions will remain
active, while all incoming connexions tentatives will be blocked. Make
sure that you can access physically the console of the server if you check
this box. Do not use this option if your server is hosted on a Cloud
environment.

Disable UAC and enhance Windows Access: Deactivates the User
Accounts Controls, remove all unwanted security pop-ups from
Windows. users limitation (messages) while launching applications.
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» The "Allow Windows Key" box allow the use of the Windows keys and
combinations inside a TSplus session.

= Allow only users with, at least, one assigned application: User with one
application and more are allowed to open a session.

» Allow CUT/PASTE within a session: unchecking this box will disable the
CTRL C/CTRL V commands

Web Portal Access Restrictions

= No Restriction

=  Web Portal is mandatory for everyone: users can only connect via the
Web Portal.

=  Web Portal is mandatory, except for Admins: users can only connect via
the Web Portal, except Administrators.

= Prohibit the Web Portal for Admins accounts: Administrators cannot
connect via the Web Portal.

Administrator Pin Code

The Administrator can secure the Administrator Tool access by setting a pin
code which will be asked at every start:

& Administrator pin code @

Enter the pin code

s

[ oK ] | Cancel |

TSplus access program security options
The TSplus client generator gives the capability to lock the TSplus client to:

o A specific PC's name. It means this program will not be able to start from
any other PC.

o A physical drive serial number (PC HDD or USB stick). This is a very easy
and powerful way to set a high level of security. The only way to connect
is with a specific client, and this specific client can only start on a specific
USB stick or PC HDD. Some of our customers are delivering fingerprint-
reading USB sticks to each of their users and each generated program is
locked to the device serial number.
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This way, they can restrict access to the client's program itself, as well as
ensuring it cannot be copied off the USB stick and used elsewhere.

-
Windows Client Generator

General| Dizplay | Remote Deskiop client| Seamless client | Local resources | Program | Security | Gateway Portal

Advanced client security options
[ Lock it on PC name
ADMIN-PC

[ Lock it on serial number
481228685

These settings apply to all kind of connection client:
- Remote Desktop clisnt
- Seamless client
- RemoteApp client

Client name: john-01.exe
Create Client
Client icon:

RDS-Knight and Server Genius

RDS-Knight and Server Genius are two powerful add-ons for securing and
monitoring your TSplus server.

" RDS-Knight is your perfect ally for TSplus Protection. This best-in-class
program is the next-generation security tool that will keep your remote
connections completely safe.

— W~
S i
- Keep threats away from your Windows system.
RDS R DS'Kn Ig ht Prevent. protect and fight cyber attacks.

KNIGHT
/4

Homeland Access Protection Working Hours Restrictions Brute-Force Attacks Defender

Yy =

Endpoint Protection
One click to Secure Desktops and Device Control Settings and License
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RDS-Knight provides five major protections:

= Prevent foreign attackers to open a session.
= Prohibit users to connect at night.

= Avoid brute-force attacks.

= Provide highly secured user’s environment.
= Restrict access per device.

It just works out of the box and displays the most useful data extracted from
your server.

» Download a free trial version including all RDS-Knight Ultimate
Protection features on this page.

E Server Genius is the perfect tool to easily monitor your TSplus server and
website. Monitor your server for unexpected usage spikes, and site for long
time responses or downtime duration. The Web interface allows you to get a
complete overview of your server and website's activities even from your
tablet or mobile phone.

A ServerGenius

4 Creale a new Alert

Narme Thrashold Action Manage

By Applications Server CPU = 85% Tor al least 3 minutes Send an email 10 Sys-A0ming@your-Company. com i Remove.

8wy Applications Server Memory = B0% Tor at least 10 minutes Send an emall 10 sys-admingyour-company.com i Remove:
_.-. My Applications Server Active Users = 20 for at least 2 minutes Send anemall 1o sy 5-2dminGyour-company com
@ nitps-ifweew terminatserviceplus.com Response Time = 10000 ms for at least 3 minutes Send an email to sy s-adming@your-Ccompany. com

@ nitps-ifwww terminalservicepius. com Downtime duration > 5 minutes Send an email 1o sys-admingyour-company.com #l Remove

Track changes, resources usage and events with real-time email alerts!

» Start monitoring your server now by downloading a free trial version,
which includes all the software features, free to use for 2 weeks.

Check our online documentation for explanations on more advanced features.
There's a lot more to discover!

Download a free trial right now!
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https://www.terminalserviceplus.com/rds-knight.php
https://www.terminalserviceplus.com/server-genius.php
http://www.terminalserviceplus.com/docs/
http://www.terminalserviceplus.com/download.php

